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Quishing, or QR phishing, is a cybersecurity threat in
which attackers use QR codes to redirect victims to
malicious websites or prompt them to download harmful
content. 

The goal of this attack is to steal sensitive information,
such as passwords, financial data, or personally
identifiable information (PII), and use that information for
identity theft, financial fraud, or ransomware.

Generating a QR code is a simple matter and very doable
by anyone - which is why we should not easily trust the
ones posted on public spaces. Remember the case of
fake QR code on donation boxes at over 38 mosques in
Indonesia last April? That was quishing. 

With QR access and QR payments increasingly popular,
we must be extremely cautious and aware of what we
scan. If in doubt, it’s best to download directly on
PlayStore or App Store or type in the official website,
enable two-factor authentication and log out of devices
you no longer use.
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Yours truly,

the community editor

WHAT'S
       NEW?

At WTC Blood Donation:
Free skin check by Physiogel
Free thyroid assessment by Merck
Free blood sugar test Optium FreeStyle by
Abbott for first 100 donors
Shop at the lifestyle and skincare stalls
Donate children’s books for charity


